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Abstract 
The wireless infrastructure is evolving in the absence of a global roaming management framework. Several different wireless technologies and associated different protocols are employed across the present wireless infrastructure and these are not interoperable. This project targets development of a global  mobility management framework that will provision seamless roaming with guaranteed QoS levels across heterogeneous wireless networks. The framework design explicitly recognizes the need for adaptability to evolution of the wireless infrastructure while simultaneously recognizing the concerns of network operators. In this project, the wireless networks are tethered to an Internet core network. 

Most current approaches require that the proposed mechanisms normally at layer 3 protocol software be deployed on all nodes of all networks where global roaming is desired. One drawback of such an approach is the costs of universally deploying the mandatory protocols and schemes. Another consideration will be the reluctance of network operators to abandon their existing well-proven and robust local mobility management framework for a more complex one. Finally, the core network mobility support approaches are not fully addressing the interaction with the wireless mobility protocols, which could lead to global roaming solutions which are not optimal.

 The present work suggests a simpler alternative in the form of a global mobility management framework, which will not replace the existing wireless or core network mobility management frameworks. Instead, additional protocols are installed at nodes, which are normally involved in the mobility control and interact and inter-work with them. This framework for global roaming is distributed in nature and the ‘component protocols’ in the framework need only be installed at the edge and some other control nodes in the wireless network and the core network. The framework will further define the interaction strategy and inter-working of these components to achieve near-seamless global roaming across disparate wireless networks. An important consideration  of the framework is optimal signaling and processing costs, complexity and handover delays. 

1. Introduction

The concept of packetizing real time traffic like voice and video and transporting integrated voice, video and data traffic over a packet switched network, especially the Internet is gaining high popularity. Both, the network provider and the user community can foresee the advantages of such provisioning. Some of the foreseeable advantages are low costs, worldwide availability and accessibility and ease of access to vast amount of informational resources. One further notices that there is a steadily increasing mobile user population awaiting quality access to applications on the Internet, while on the move. Their demands are for services similar to those offered to fixed users but at comparable quality and costs.

The emergence of W-CDMA (Wideband CDMA) as the leading multiple access standard for wireless networks, with flavors like CDMA2000, TDCDMA (Time Division CDMA) are speeding the uptake of the process. Meanwhile GSM with its interim steps from 2G and 2.5 G in the form of GPRS (GSM Packet Radio Services), EDGE (Enhanced Data Rate for Global Evolution) and HSCSD (High Speed Circuit Switched Data) is also evolving to 3G. Wireless LAN 802.11 is getting highly popular as a solution to limited-distance-mobility network with promises of higher bandwidth and better service quality assurances.  On the horizon we see 4G emerging with its broadband and high bit rate capabilities. Given the concurrent evolution of various wireless technologies one is able to foresee that the future mobile user would naturally expect a global and seamless roaming facility across different types of networks.  Consequently there is a pressing need to resolve issues pertaining to global mobility and continued QoS guarantees as the user moves across different networks. The highly attractive option of global roaming and guaranteed QoS while on the move will ease the launch of the upcoming technologies with out being a hurdle to it. Meanwhile there has been an impressive growth in handset technology. A number of vendors are introducing dual-mode and multimode handsets and printed circuit boards for CDMA/AMPS, W-CDMA/GSM and GSM/UMTS. Some others are working on introducing gateways to support interoperability across different wireless networks.  

Though there are a number of efforts being directed towards global roaming, no attempt has been made to address the issue of smooth handover taking into account the implications of the diverse wireless technologies and their future evolution. Resolution of this issue faces a number of challenges typical to wireless networks, which make the task of roaming with QoS guarantees, difficult even for the case of a single network technology. The problems compound when addressing movement across different wireless technologies. Hence research, investigation and study need to be conducted first on the existing mobility and QoS support in wireless and core networks and then on strategies and protocols, which will facilitate seamless roaming.

 The study addresses some basic research issues to solve the challenges in the form of a global mobility management framework.  The major features of this framework are

a. Protocols and strategies for transparent and seamless roaming across different wireless technologies, with IP as core network (this should be achieved without disrupting or displacing the existing mobility management framework)

b. Mechanisms for continued QoS guarantee as the user moves, through QoS mapping and negotiation

c. Applicability/adaptability to any type of wireless technology.  

d. Simplicity and ease of deployment from the Network Operator’s perspective .

2. The Approach 
A Global Mobility Management Framework: The network scenario, which we observe today comprises different types of wireless technologies, ranging from those based on AMPS, GSM, CDMA and evolving to GPRS, EDGE, CDMA2000 and W-CDMA and wireless LAN. The network operators and users would be very supportive to tether to the Internet. The future mobile user would prefer to have the option of roaming across these different networks provided his handset has the capability. The mobile user should be able to do this irrespective of whether the network implements any specific schemes. The wireless networks mentioned above, have their own well-proven and robust handoff and location management mechanisms within the network, which may not be IP based. In the near future it will be difficult to expect these networks to deploy either one of the proposed layer 3 based mechanisms, (which would displace the existing mobility management framework) uniformly across all wireless networks to aid in seamless global roaming. Hence a better solution would be to let these wireless networks use their own mobility management mechanism, but propose a global mobility management framework which can be implemented in a distributed way and provisioning add-on protocols, which can be implemented at certain nodes. As this solution does not impose any major changes or additions to the existing infrastructure or mobility management framework, it would be a more easily acceptable solution to deploy for those networks, which would like to take part in the global roaming.  

Global Roaming Strategies and Protocols: The next question then is how to provide global roaming across such disparate networks, with minimal changes to the existing mobility management framework and infrastructure. Global roaming should involve mobility control both at the macro and micro level. In the suggested distributed approach – optimally, control actions (mobility or handoff triggers) ought to be initiated at the micro level within the RAN or wireless network, (restricted preferably to the top-level control point and some nodes at the edge of the network) which in turn should trigger protocols at the macro level, thereby achieve a smooth handover. This requires that the global mobility protocols be distributed in nature. Predictive actions can be initiated at the macro and/or micro level and speed up the handover process, with the eventual handover occurring once it is triggered at the micro-level. This solution requires strategies and distributed inter-working mobility protocols that will 

a. Interface and inter-work with the existing mobility schemes across both - the micro ie the wireless networks and macro levels ie the core network. 

b. The global mobility protocol is to be distributed across various Control Points to be identified in section 4.2. This will make the scheme highly robust and adaptable to any wireless technology.

c. The component protocols will be running at each of the control points providing the inter-working capability across the mobility management schemes of the different networks i.e. the wireless and the core network. 

This, and the fact that predictive schemes can improve handover, strategies on the placement of the functions of the component protocols at the various control points and proper interaction among the component protocols have to be investigated. In this work we prefer to adopt the hierarchical scheme of HMIPv6, because of its scalability and its suitability to our distributed approach.  

Transparency of the Proposed Solutions to RAN Technologies: The strategies and protocols proposed above, however should interact and interface with any wireless network technology, thereby providing transparency from the underlying wireless network technology. This feature could be also be provisioned in the form of adaptability in the proposed protocols to the different RAN technologies. Hence the proposed global mobility protocol has to be investigated on its applicability and adaptability to the different RAN technologies. However in this study we restrict the adaptability study to CDMA and GSM based networks and their derivatives. Future work will extend this to cover wireless LANs, UMTS, 4G and satellite networks 

Constraints: Key factors to consider while developing the strategies and protocols for global mobility and QoS control under the global mobility management framework are

1.  optimal signaling requirements, 

2. minimal delays in executing handover, 

3. low processing costs 

4. low complexities in processing and implementation

5. Acceptable QoS in terms of 

i. Minimal end-to-end delays incurred in packet transfers 

ii. Maximum data integrity i.e. reliability on end-to-end transfers.

** In this study rather than considering QoS parameters on and end-to-end basis, they would be considered more from some Anchor points in the core network to the Mobile host. ( Anchor points will be defined shortly)

Research Issues and Approaches

In this section, based on the above discussion we summarize the research issues and the approaches to resolve them.

3. Proposed Work

In this section we first introduce the network scenario on which the studies will be conducted. In this context the control points at which the global mobility component protocols will be placed, will be identified. Interaction among the component protocols will be shown through arrows. 

The initial part of work will concentrate on a simulation study with an aim to investigate the best possible mobility management framework to the proposed problem in terms on mobility strategies and protocols for global roaming, with capability for negotiation and mapping the quality of service for typical applications as the user moves across the different networks. To restrict the scope of the initial study, this work will focus only on two types of wireless networks- one based on CDMA and its derivatives, the other based on GSM and its derivatives. GSM and CDMA based systems are the two main cellular technologies. The derivatives of GSM, like GPRS and the derivatives of CDMA, like W-CDMA use similar mobility mechanism as GSM and CDMA respectively. Under this scenario, two cases will be targeted

1. Movement across networks having the same wireless technology, for this purpose 2 GSM based networks will be considered 

2. Movement across networks with different wireless technologies, in this case one  CDMA based and another GSM network will be considered. 

3.1.  Scenario of Study

We propose the simple scenario shown in Fig. 1, which will be simulated using the OPNET simulation tool. The network scenario comprises of wireless networks, of at least two different technologies are CDMA based and GSM based. These networks are tethered to an IP core network. In Fig. 1, network 1 and network 2 are GSM/GPRS based which will be used to study case a identified above. Network 2 and network 3(which is CDMA/WCDMA based) will be used to study case b, which involves wireless networks based on two different technologies. 

Control points RC, CP and ACP have been defined in general terms to ease in extensions studies to be conducted later. These are the control points which, will be involved in the mobility management and run the corresponding component protocols for of the global roaming framework in their respective networks. These control points besides running the local mobility management protocols, will also run the component protocols for global mobility management called the global mobility component protocols (GMCP). The GMCP will be triggered by events in the normal mobility management protocols.  The GMCP will also interact with each other. This is explained shortly in more detail. RC is the Radio Network controller, which is typically the Base Station Controller, which gets involved in resource management and resources and channel allocation to the mobile user. The CPs are the top level controller of the wireless networks typically the MSC (Mobile Switching centre) of the RAN which has to be involved in handover across the networks. The ACP is the Anchor Control Point within the core network and can be the cross-over router or anchor router from which the traffic to the mobile user will change routes when the mobile user moves from one network to another. 
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According to Fig 1, the study will focus on the following two scenarios

1. Mobile User 1 moves from GSM network1 to GSM network 2, i.e., an inter-network movement with the two RANs having the same technology. 

2. Mobile User 2 makes an inter-network movement across two RANs that are based on different access technologies. 

3.2. Placement of the GMCP

The placement of the GMCP with respect to the hierarchical control architecture and the control points is shown in Fig. 2. In Fig. 2 RC1, RC2, and RC3 are the control points within the wireless network, namely the BSCs, which are normally involved in the user movement within the network, but in this case they will aid in inter-network movement as well.  CP1, CP2 and CP3 are the top-level control points of the wireless network (in this case the Gateway Mobile Switching centers), which are considered part of the core network. ACP1 and ACP2 are anchor control points within the core network. Fig 2 maps the GMCP into the corresponding control points identified in Fig 1. In Fig 2 the GMCP-macro and micro, which are shown shaded will be the focus of this work. The interaction with corresponding mobility protocols across control points is indicated via the arrows. Bidirectional arrows also show the interaction among the component protocols residing in the different control points of the hierarchy. The framework will adapt to future growth in demands for mobility requirements where more levels of hierarchical control can be introduced as indicated by the dotted blocks. 
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Fig. 2 Distributed Global Mobility Protocol Architecture
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4. Research Work plan

4.1.  Study of Mobility Protocols and Strategies

The study will be conducted along the following lines

1. Block functional specifications: Identify high-level functions for the GMCP at the control points ACP1, CP1, CP2, CP3 and RC1, RC2, and RC3. Propose and study strategies for placement of the functions in the component protocols at the different control points. Identify and study candidate designs for efficient interaction among the corresponding functional components placed at the different hierarchical level control points. The study will also involve investigating the effects of the different wireless network technologies on the component protocols. 

2. Strategies: 

a. Identify and study some simple predictive schemes as part of the strategy at the high-level control points to achieve a smooth handover. This would prepare the protocols at the high level control points to be in readiness to an impending handover

b. Study the interaction strategies across the different components of the mobility protocols, subject to the engineering constraints of optimal signaling, delays, costs and protocol and strategy complexity.

c. The above studies should be conducted in the light of adaptability to different wireless network technologies

Work by the PI and some graduate students has been initiated, in the form of simulation studies using the OPNET simulation tool. Based on the studies conducted so far, a simple high-level information flow diagram across the control points is given in Fig.3. The details are provided in section 5.3. 

3. Mobility Protocols Specifications: Define the detailed specifications of the functions in the mobility protocols and message flows across the different hierarchical control points. This has to take into account proper triggering of the various component protocols and execution of smooth handover. A specific requirement while defining these functions at the component protocols will be that they should interact and interface with existing mobility handover mechanisms and protocols i.e. the different RAN technologies which will be involved will be studied to find suitable trigger points, which can trigger these component protocols at the various control points. They should also be defined in such a way that they provide transparency for the RAN or are at least are adaptable to different Ran technologies. 

4. Simulated Implementation: Implement and execute the strategies and protocols in an OPNET based simulation environment. Study the efficiency of the proposed strategies and protocols with respect to the engineering constraints identified in section 2.2 point 5.

5. Robustness and Reliability: Evaluate the scheme for robustness and reliability

6. Optimization: Study the viability of the approach in terms of the protocol and strategy complexity, delays and signaling costs. Fine-tune the system for optimality based on simulation results.

5. Conclusions

The project has been just initiated and studies on the handover strategies in different wireless technologies is being conducted. Some preliminary information flows have  been analyzed. Parts of this projects are being offered as Graduate student ‘Thesis’ work. It is intended to extend this study to all types of wireless technologies and analyze the effects of the different technologies on the framework. The aim is to provide adaptability to any type of wireless technology. In future, once the proof of concepts have been established the work will be carried out on the 6Bone and emulated wireless networks in the place of simulated studies. The project then will be offered as ‘independent study’ for undergraduate students. 
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